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Pricing Summary
Dynamics Cloud Services

Customer Pricing USD

- Dynamics Cloud Services 2,115

- Licenses 1,106

Customer Pricing - Minimum Fees USD

Conditions applicable to this proposal
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General Information

Production Environment
Dynamics GP Cloud Services

Usage

Authentication

RDS

https://sm1rdweb.saasplaza.com/RDWeb

Database

Office

Additional requirements

The Santa Clara Stadium Authority Initials: _____ 

Dynamics Cloud Services
Dynamics GP
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Introduction 
SaaSplaza aims to provide world class Cloud Services to its Customer. This Service Level Agreement 
(SLA) describes the responsibilities and the service level guarantees of SaaSplaza in the delivery of 
the Services. The service levels and guarantees in this document are in effect upon acceptance by 
Customer of SaaSplaza’s Service delivery. This SLA is only applicable if the Framework Agreement 
between Customer and SaaSplaza is in place at the time of ordering the Services.   

For all non- Microsoft Dynamics Services the included Addendum on this SLA is applicable.  

Documentation 
This SLA stands within the context of the SaaSplaza Framework Agreement that the Customer has 
executed with SaaSplaza. Additional specific provisions with regards to this SLA may be included in 
the Service Addenda defining the specific delivery of the Services to Customer. Without a signed 
Framework Agreement this SLA is void. 

Third Party Cloud Services 
In the event SaaSplaza is delivering Cloud Services from a third party under the applicability of an 
EULA, this SLA is not applicable.    

Validity 
This SLA inherently applies to all Services provided by SaaSplaza and specified in the Service 
Addendum. This version of the SLA (see cover sheet for version number) replaces all previous 
versions of the SLA relating to the delivery of SaaSplaza’s Services. 

Versioning 
SaaSplaza reserves the right to issue and publish a new version of this SLA on an annual basis and 
will become effective 1 month after publication.  

  

Draftt applicable.   t applicable.   

applies to all Services provided by SaaSplaza and specified in theapplies to all Services provided by SaaSplaza and specified in 
rsion of the SLA (see cover sheet for version number) replaces alrsion of the SLA (see cover sheet for version number) replaces
relating to the delivery of SaaSplaza’s Services.relating to the delivery of SaaSplaza’s Service
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Definitions 
All capitalized words not defined in the SaaSplaza Framework Agreement have the following 
meaning:  

Term Definition
Authorized Users Designated employees of Customer with privileges to report Incidents or 

log Changes for Services. 
Availability Means the total time in the Month during which the Service is available. 

Note that any Excluded Downtime does not affect availability 
calculations.

Change (Request) Change of a Service or Service configuration.
Cloud Service The specific set of software solutions and configurations delivered to the 

Customer 
Customer The end-user organization, having a contractual relationship with 

SaaSplaza that makes use of the Services for its business. Also included in 
this definition are parties who are working on behalf of the Customer to 
perform tasks and/or activities on the Platform. 

Services All services delivered by SaaSplaza to a Customer in accordance with the 
Service Addendum and this SLA.

Disaster Disruptions in terms of Availability and/or security of such a scale that the 
customary preventive measures are insufficient to restore the Availability 
of Services within the service levels.

Downtime The duration, rounded in minutes, during which the Service is 
Unavailable.

Emergency 
Maintenance 

Immediate maintenance which is required to recover or maintain 
Availability and/or security policies; and if directed or instructed by 
suppliers.

Excluded Downtime Total minutes in the Month attributed to: 
(i) a scheduled downtime for which a Maintenance Window exists; or 
(ii) any other scheduled downtime for which SaaSplaza has notified the 
applicable parties within a reasonable time prior to such scheduled 
downtime; or  
(iii) unavailability caused by factors outside of SaaSplaza’s control, such 
as unpredictable and unforeseeable events that could not have been 
avoided even if reasonable care had been exercised. 

Incident Report The reporting of an event that is not part of the standard operation of a 
Service and that causes, or may cause, an interruption to, or a reduction 
in, the quality of that Service

Maintenance Window The period during which SaaSplaza can perform announced maintenance 
that could result in reduced performance, Unavailability, or scheduled 
downtime . 

MMA Maximum Monthly period of Availability is equal to the number of hours 
per month, minus the time needed for planned maintenance.
  

Draft
p /

DAll services delivered by SaaSplaza to a Customer in accorAll services delivered by SaaSplaza to a Customer in ac
Service Addendum and this SLA.e AddDDD fDDisruptions in terms of Availability and/or security of suchons in terms of Availability and/or security of suc
customary preventive measures are insufficientry preventive measures are insufficient to restore tsto
of Services within the service levels.ces within the service levels.DDDraftDThe duration, rounded in minutes, during which the Servicduration, rounded in minutes, during which the Ser
Unavailable.UnavailaDDDraftD a t
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Partner A third party software vendor or value add reseller which may deliver 
services under the applicability of an EULA.  

Penetration Test Test of a Service with the purpose of showing that the Service is 
adequately protected, with the stipulation that exclusively authorized 
users can, by standard means, gain access to the application and/or data.

Planning Indication of lead time, effort and/or delivery.
SaaSplaza Platform The set of technical installations consisting of hardware and software for 

the delivery of Services in general.
Non-production Any Service put into operation without the intention to be a Production 

environment (often referred to as acceptance, test, development, pre-
prod or demo)

Production Services actually put into operation for their intended use by their 
intended users. The Services are relied on for organization or 
commercial daily operations.

Primary Region Is the SaaSplaza designated geographic region having a Service Center. 
Private Cloud Private cloud is a cloud infrastructure running Services or Service 

Components operated for a single Customer which are running in an 
isolated logical part of the network. There may be certain shared 
components in a Private cloud. 

Public Cloud Public cloud is a cloud infrastructure running Services or Service 
Components which are provided on an as-needed basis and are made 
available to Customer by sharing compute, storage and network 
resources.

Response Time Response Time is the time measured between a Report by Customer on  
an Incident and the moment that SaaSplaza notifies the Parties of the 
start of the Incident management process.

Service Center Is a SaaSplaza department staffed with personnel to provide the Parties 
support with the SaaSplaza Services. 

Service Deployment 
Phase 

The phase were activities are performed to setup and deploy services 
and service components. The phase is preceding the phase were the 
services are delivered on a recurring basis. 

Service Fee A recurring fee for acquiring Services from SaaSplaza, typically 
charged either per (named) user per month or per capacity. 

Service Request A request for information or advice or any other request related to  a 
Service or Service component which does not require  any change or 
reconfiguration of any component of the Services provided .

Stress Test Test that determines the load under which a Service no longer functions 
and demonstrates the recovery of the Service after overload.

Unavailability  A Service is considered as unavailable upon detection by the SaaSplaza  
automated monitoring system; or if all attempts to connect to the 
Service are unsuccessful as a result of a Priority 1 Incident Report.

Urgent Changes Are Changes that require prompt execution upon Customer request. The 
timing of the execution of an Urgent Changes is determined in 
consultation with a SaaSplaza Service Center. Urgent Changes are billable

 

Draft
Components operated for a single Customer which are ruComponents operated for a single Customer which
isolated logical part of the network. There may be certainisolated logical part of the network. There may be cert
components in a Private cloud.onents in a Private cloud.DPublic cloud is a cloud infrastructure running Services or Soud is a cloud infrastructure running Services or S
Components which are provided on an asents which are provided on an -needed basis anneeded basi
available to e to Customer by sharing compute, storage and nestomer by sharing compute, storage and
resources.urces.DDDraftDResponse Time is the time measured between a Report byResponse Time is the time measured between a Report byDDDraftD
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What We Deliver 
Services 
SaaSplaza runs the full suite of Microsoft Dynamics applications offered in a SaaS (Software as a 
Service) model. The Services can either be deployed in a Public or Private Cloud which are running 
on SaaSplaza managed cloud infrastructure, on Microsoft Azure , through a third party or a 
combination thereof. The technical installation and configuration for aforementioned services are 
executed according to the SaaSplaza best practices, aiming for high levels of Availability and 
performance.  SaaSplaza and its Partners benefit from high level support from Microsoft since 
SaaSplaza’s Platform is built on the Microsoft stack across the infrastructure stack. The commercial 
availability of SaaSplaza managed cloud infrastructure may vary per region. 

 SaaSplaza’s Services are typically charged (the SaaSplaza Service Fee) either per named user/per 
month or per capacity. The SaaSplaza Service Fee covers a range of services and support features, all 
of which are designed to add lasting value to the overall Services offering.  

The diagram depicts the various deployment models offered by SaaSplaza:  

Performance 
For Services managed by SaaSplaza Saasplaza takes the primary responsibility for the design of the 
Services, including the installation of the Microsoft Dynamics applications. As such, SaaSplaza takes 
the necessary steps to ensure the overall proper performance of its Service.  

In the event that functional configurations, vertical solutions, 3rd party add-on solutions, or 
customizations to the Microsoft Dynamics application impact the performance of the base Microsoft 
Dynamics application, upscaling of the SaaSplaza platform may be required to mitigate potential 

f
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performance degradation. In such cases, additional infrastructure and/or Service fees may be 
applicable.  

Security 
SaaSplaza uses policies and procedures to prevent unauthorized physical and logical access to the 
Services in order to protect Customer data in the best possible way.  

SaaSplaza is committed to: 

Using a management control framework for ensuring Availability, information security
and continuity.
Base its security management controls, where applicable, on the ISO27001 standards as
applicable.
Having a dual standard audit (ISAE-3402, SSAE-16), performed annually by an accredited
external party, that validates the design of the control framework as well as its existence 
and effectiveness. 

Backup 
For Services delivered from the SaaSplaza Cloud infrastructure, daily backups are performed as part 
of our standard service offering for data stored on local or network attached storage and all 
Microsoft SQL databases in simple mode. Excluded from these backups are swap/page, temporary, 
recycle, and system files. The backups follow a retention policy where the first 7 days are retained as 
well as the weekly restore points for the last 4 weeks. 

For Services delivered from Microsoft Azure, daily backups are performed by default for all Microsoft 
SQL databases in simple mode. These backups follow a retention policy where the first 7 days are 
retained as well as the weekly restore points for the last 4 weeks. 

SaaSplaza verifies the integrity of backups by means of random checks whereby disks and/or files are 
restored from a backup. 

Backups of specific (custom) software, add-ons, etc. which require additional backup software, -logic 
or -procedures are explicitly excluded and the responsibility of the Customer. SaaSplaza can assist 
Customer to meet additional backup requirements. 

Data Restore 
Data can be restored from backups through a Change Request. The Customer can request the 
restore of data or databases for a specified date within the defined backup retention policy as 
described above. Restore time may vary depending on the size of the backup. 

Upon termination of Services, SaaSplaza provides the Customer with the most recent data backup 
upon request. The method of making this backup available is determined upon consultation with the 
Parties. 

Drafted from the SaaSplazaed from the SaaSplaza Cloud infrastructure, daily backups are peCloud infrastructure, daily backups are pe
vice offering for data stored on local or network attached storagevice offering for data stored on local or network attached stor
bases in simple mode. Excluded from these backups are swap/pabases in simple mode. Excluded from these backups are swap
 files. The backups follow a retention policy where the first 7 day files. The backups follow a retention policy where the first 7 

restore points for the last 4 weeks.restore points for the last 4 weeks.
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Monitoring 
SaaSplaza monitors all Services, including Platform Services, Operating System and Dynamics 
applications. Alerts from the monitoring system are followed up for Production environments on a 
24x7x365 basis. 

Parties can perform maintenance on Services or service components deployed in Private Clouds. 
Disablement of monitoring must be requested during such activities. Service disruptions during 
these periods will not be considered as Downtime if SaaSplaza does not receive a request to disable 
the monitoring of Services.  Furthermore, SaaSplaza will restore the Service and charge the 
applicable party for any and all costs associated with the restoration on a time material basis. 

Patch Management 
Critical and security updates provided by Microsoft are automatically applied on a monthly basis for 
all operating systems and components including SQL in accordance with the regular maintenance 
schedule as defined below. All times are Central European Time (CET). 

Environment Start End 
Production Saturday 22:00 Sunday 06:00 
Non-production Workdays 18:00 Workdays 23:59 

 

Application updates 
Application updates on Services deployed in Public Clouds are applied by SaaSplaza within pre-
defined regular or extended maintenance windows and follow the standard change management 
process in place.   

Application updates on Services deployed in Private Clouds must be requested by the Parties 
through a Change Request and are applied by SaaSplaza. For Services deployed in Private Clouds, the 
presence of Pre-Production environments (to ensure updates are tested prior to implementation on 
Production environments) is the responsibility of the Customer. These changes are charged on a 
time and material basis.  

Release management 
SaaSplaza follows Microsoft’s application lifecycle to ensure delivered Services are and remain fully 
supported by Microsoft. Periodic next version upgrade analysis are facilitated on Dynamics 
applications and communicated to Customer when applicable. 

The Customer is responsible for requesting and initiating an upgrade to a new version or a new 
release of the Dynamics application deployed in Private Clouds. Moreover, the Customer is 
responsible for the migration services required during the upgrade. SaaSplaza support during the 
migration services must be requested via the Change Request process if needed.   

This SLA and all of the provisions herein are not applicable to applications and/or versions that have 
been declared end-of–life by the software vendor. Furthermore, SaaSplaza has the right to isolate 
the Services containing end-of-life applications in order to mitigate security and/or Availability 
issues. All costs incurred by SaaSplaza associated with the isolation of these Services will be charged 
accordingly. 

Draft
Saturday 22:00 Sunday 06:00unday 06:0

D fWorkdays 18:00W Workdays 23:5Workdays 2DDD ffftDDDD ffffttestes
s on Services deployed in Public Clouds are applied by SaaSplaza s on Services deployed in Public Clouds are applied by SaaSpla
extended maintenance windows and follow the standard change extended maintenance windows and follow the standard chan
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Any support provided in connection with end-of-life applications will be charged to the appropriate 
party that requests such support. 

  

Draft
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How We Work 
Service Deployment Phase 
The Service Deployment Process follows best practices based on ITIL and PRINCE. SaaSplaza will 
designate a Project Manager or Delivery Manager to be the single point of contact during the 
delivery of the Saasplaza Services per an executed Service Addendum. Within 5 business days of 
receiving a signed Service Addendum, SaaSplaza provides expected delivery dates for the Services as 
described therein.  

For more complex projects (10 or more days of lead-time or at Saasplaza’s descretion), a project plan 
with milestones will be delivered that describes all of the critical steps in the deployment process. At 
a minimum, regular updates will be provided on a weekly basis during this stage. Upon completion 
of the Service deployment, the Parties will be notified by the project manager and are required to 
sign-off on acceptance during a Project Delivery Session (PDS) to be attended by the representatives 
of all stakeholders. At the conclusion of the PDS, SaaSplaza will request to be rated to allow for 
learning and continuous improvement. A hand-over to the SaaSplaza Service Center is completed 
upon sign-off.  

 
Service Management Phase 
 
The Service Management Phase follows the deployment phase and encompasses the ongoing 
delivery, management and support of Saasplaza services. In the next sections, the various 
components and service levels related to the delivery phase are described. 

Support 
The Customer can contact the SaaSplaza Service Center to log Incident Reports and Change Requests 
via the MySaaSplaza (my.saasplaza.com) portal. For Priority 1 Incidents (detailed below) Customers 
must call the Saasplaza Service Center 

Service Center Hours of Operation  
The Service Center hours of operation are as listed in the table below. The Service Center is closed 
on official public holidays for each country in which a Service Center operates, respectively (the 
Netherlands, Singapore and U.S.A.).  

Region Country Opening Phone 
EMEA Netherlands Monday to Friday 08:00 – 18:00 CET(*) +31 20 547 8400 
AMER U.S.A. Monday to Friday 08:00 – 18:00 PT(*) +1 858 385 8900 
APAC Singapore Monday to Friday 09:00 – 18:00 SGT(*) +65 6222 6591 

*Calls for Priority 1 Incidents are forwarded to the 24/7 Support number during out of office hours.  

Incidents 
To assist in tracking and resolving issues related to Services, Customers can report Incidents to 
SaaSplaza. Within our SLA SaaSplaza performs proactive monitoring. This aims to report the majority 
of issues proactively to Customer so that effects of the issue are minimized, and information flow to 
Customers is optimal.  
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Incident levels are defined below according to severity: 

Priority 1 - Critical service Incidents that can render the Dynamics Software unusable,
through availability, error conditions or performance, to all users of the Software.

o Critical service Incidents cause severe system outages or block important functions
of the system. These Incidents directly affect all Services provided to the network,
network elements or all of its applications are affected immediately. Support for a
Priority 1 Incident will be available 24 hours a day, 7 days a week.

Priority 2 - Serious service Incident that can limit the Dynamics Software usability, through
availability, error conditions or performance, to certain users of the Software.

o Serious service incidents having a serious impact on system functions, features of
the network or network elements. Serious service incidents can also affect a number
of end users or restricts the Parties’ ability to operate their service. Support for a
Priority 2 Incident will be available during the Service Center hours of operation.

Priority 3 - Medium service Incidents  
o Medium service Incidents having a medium impact on system functions or features

of the network or network elements; or cause additional work to operate and to 
maintain the network or network elements; and/or service to a limited number of 
the Parties’ users are affected in general. Support for a Priority 3 Incident will be 
available during the Service Center Hours of Operation. 

Priority 4 - Minor service Incidents   
o Minor service Incidents having a minor effect on system functions and features of

the network and/or network elements. They have a minor effect on the service to 
Parties’ users, or unavailability of Services for an individual user. Support for a 
Priority 4 Incident will be available during the Service Center Hours of Operation. 

Priority 1 incidents are only applicable to Production environments. 

The SaaSplaza Service Center will determine all Incident priority levels upon consultation with the 
Parties at the time that Incident Reports are recorded.  

Only Authorized Users are permitted to report  Incidents with the SaaSplaza Service Center on a 
24x7x365 basis via the  MySaaSplaza portal. Incident Reports must be entered in English. 

ALL PRIORITY 1 INCIDENTS MUST BE REPORTED BY TELEPHONE. 

With the exception of Priority 1 Incidents Reports, the recording and handling of Incidents applies to 
the Service Center hours of operation related to the region that was responsible for the deployment 
of the SaaSplaza Services. 

Service Requests 
Service Requests are typically requests for information or advice, or for a standard action (like a 
password reset) that is not generally associated with any Downtime or has a quick recovery time. 
SaaSplaza Service Centers will determine if the Request being reported is to be labeled as a Service 
Request or if it needs to be recorded as a Change Request upon consultation with the Party initiating 
the request. Service Requests are billed on a time and materials basis. 

Draft
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 Change Requests 
Changes of Service configurations can be requested through a Change Request. The SaaSplaza 
Service Center will schedule Change Requests upon consultation with the Parties. Change Requests 
are billed on a time-and-materials basis. SaaSplaza does not have an obligation to agree to execute a 
Change Request. Should SaaSplaza decline to execute a Change Request, an explanation will be 
promptly provided to the Party initiating the request. 

Only Authorized Users are permitted to enter Change Requests with the SaaSplaza Service Center on 
a 24x7x365 basis via the  MySaaSplaza portal. Change Requests must be entered in English. The 
recording and handling of Change Requests applies to the Service Center hours of operation related 
to the region that was responsible for the deployment of the SaaSplaza Services.  

Urgent Change Requests must be reported by telephone.  

Any changes requiring or anticipated to require execution outside of the normal hours of operation 
of the Service Center in the Primary Region should be reported during the Service Center hours of 
operation with sufficient lead time allowed for the proper planning of the activities. 

Maintenance 
SaaSplaza will maintain the SaaSplaza Platform and Services in accordance with the following:  

the provisions, instructions, guarantee conditions, manuals, and maintenance schedules of 
the applicable hardware and software suppliers;  
instructions from security alerts; and  
SaaSplaza’s standards and best practices in the area of availability, security, integrity, 
protection of personal information, and confidentiality of data in general.  

Maintenance includes the installation and/or application of patches, service packs, and minor 
software releases. 

SaaSplaza performs maintenance activities within the Maintenance Window described in the section 
below. Maintenance performed by Microsoft on the Azure platform is excluded from the provisions 
in this SLA, and Microsoft is exclusively responsible for any maintenance activities on the Azure 
platform.  

Maintenance Windows 
SaaSplaza has 3 types of maintenance operations that are carried out: Daily, Regular, and Extended. 
As a rule, Daily maintenance should not involve any Downtime or interruption of Services. Regular 
and Extended maintenance is performed exclusively during the weekends. SaaSplaza informs the 
Parties at least 1 week prior to the commencement of Regular maintenance and at least 4 weeks 
prior to the commencement of Extended maintenance. 

Regional Time Zones 

Region Time zone 
EMEA CET (GMT +1) 
AMER PT (GMT -8) 
APAC SGT (GMT +8) 
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Maintenance Schedule 

Type Start End Frequency 
Daily 03:00 AM 07:00 AM ≤ 1/week 
Regular Saturday 5:00 PM Sunday 12:00 AM ≤ 2/month 
Extended Saturday 06:00 AM Sunday 12:00 PM ≤ 4/year 

 

Emergency Maintenance 
SaaSplaza can perform Emergency Maintenance activities on an as needed basis to safeguard the 
integrity and consistency of the Services. In the case of an Emergency Maintenance that occurs 
outside of the Maintenance Windows, SaaSplaza will notify the Parties about the nature of the 
maintenance. SaaSplaza makes every reasonable attempt to notify the Parties prior to the 
commencement of the maintenance. In the event that notification is not possible prior to the  
commencement of the maintenance activities, notification will be provided as soon as possible after 
the completion of the maintenance activities. 

Escalation 
For escalations during the Service Deployment Phase, the first point of escalation is the Project 
Manager, followed by the Operations Manager as the 2nd level escalation point. 3rd level escalation is 
the regional General Manager. The 4th level of escalation is the CEO. 

For escalations during the Service Management Phase, the party reporting the Incident and the 
SaaSplaza Incident Manager can escalate when they agree that the estimated resolution time is 
expected to exceed the provisions in the SLA. The first point of escalation is the Incident Manager, 
followed by the Operations Manager as the 2nd level escalation point. The 3rd level escalation is the 
regional General Manager, the 4th level of escalation is the CEO. The parties can appoint an 
Escalation Manager respectively who will be responsible for communication during the escalation 
process. The Escalation Managers will temporarily own the Incident and have the mandate to deploy 
adequate resources to resolve the Incident as swiftly as possible. De-escalation is completed when 
parties reach mutual agreement that the Incident has been resolved, and the parties move to close 
the Incident. 

General escalation notes 
SaaSplaza will notify the Customer if it is apparent that resolution of a call may result in a protracted 
timescale. SaaSplaza may also escalate calls of a repetitive nature. The Customer may escalate any 
call at any time should they deem it to be appropriate in any specific instance. 

Enforcement 
SaaSplaza may investigate suspected violations with respect to the provisions of this SLA or misuse 
of Services and may report any activity that it suspects is illicit or violates any law or regulation to 
appropriate law enforcement officials, regulators, or other appropriate parties. Furthermore, 
SaaSplaza reserves the right to investigate applications, systems, networks and data for the 
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detection of, but not limited to, IP problems, viruses, worms, or other software that can be regarded 
as harmful, as well as for the detection of material that is suspected of violations or to detect or to 
prevent suspected unacceptable use. 

SaaSplaza may suspend, disable access to, or modify any resource or Service that SaaSplaza suspects 
is in violation of the provisions of this SLA or the Agreement. In case of such violations or misuse of 
Services, SaaSplaza will make a reasonable attempt to notify the affected parties, if possible, prior to 
the commencement of such actions.  

In the event of suspension, disabling access to, or modifying of resources or Services, all Agreements 
between the Parties and SaaSplaza will remain in force, as will the obligations of the parties to 
SaaSplaza, such as, but not limited to. the payment of all outstanding balances due. 

Acceptable Lawful Use 
Parties may not use material that is unlawful such as, but not limited to, copyright protected 
content, trademarks, license agreements, or commercially confidential content (where the parties 
do not have the authority to use such material), obscene or libelous content, or content conflicting 
with export control regulations. 

Prohibited Use 
SaaSplaza’s Services may be used exclusively for the purpose for which they are intended in such a 
manner that they do not endanger the security, availability and integrity of any network, computer 
or communications system. Prohibited use includes, but is not limited to: unauthorized access to 
systems; probe, test or scan for vulnerabilities of systems; breach of any security or authentication 
measure; monitoring of data or traffic; overloading or flooding systems or networks; operating open 
proxies, open mail relays, open recursive domain name servers; distribute, publish, send or facilitate 
sending of unsolicited mass email or other messages. 

Responsible Use 
Using the Services provided by SaaSplaza comes with responsibilities that rest with the Parties for 
privileges assigned to them regarding, but not limited to, user management and application 
configuration. 

Parties may receive the privilege to provision, modify and delete application accounts.
Parties are responsible for using this privilege as instructed by SaaSplaza.
Parties may receive the privilege to provision, modify and delete Services and/or
application accounts. Parties are responsible for ensuring that appropriate measures are
taken to protect these credentials and to ensure proper user accountability.
Parties that receive the privilege to access operating system(s) are mutually responsible
for the security and Availability of the system and Services that use the system.
Parties may receive privileges to apply changes on software and/or configuration of, or
parts of, their Services. Parties are responsible for ensuring that changes to processing
options (i.e. parameters) and configurations on Services are appropriately authorized,
assessed, approved, and implemented, and that monitoring, as configured by SaaSplaza,
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of these Services is disabled during such changes. Failing to do so will limit Saasplaza’s 
responsibilities for performance and availability of Services 
Parties are responsible for ensuring compatibility of its installed software and 
configuration changes with the most recent updates and upgrades of standard system 
software as delivered by SaaSplaza as part of its delivery of the Services.  
Parties are responsible for immediately notifying SaaSplaza of any breaches of privacy or 
confidentiality, unauthorized use of credentials, or other security violations. 
Parties are responsible for ensuring the availability of qualified and authorized personnel 
to act on and assist with support tasks and direction given by SaaSplaza.  
Parties may receive the privilege to provision, modify, and delete Authorized Users 
through the SaaSplaza provisioning portal. Parties are responsible for ensuring 
Authorized Users are maintained and up to date. Furthermore, parties are responsible 
for all requests made by their designated Authorized Users. 
Parties are responsible for notifying SaaSplaza at least two months in advance of any 
expansion or contraction of storage capacity or Internet bandwidth in excess of 10% per 
month. 
Parties may be granted permission by SaaSplaza to perform external performance tests, 
such as load and stress tests, or external security audits, such as Penetration Tests. 
These tests are permitted exclusively after consultation with SaaSplaza. 
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What We Offer 
Availability 
The SaaSplaza Platform is designed to deliver  maximum Availability. The “Availability” (A) 
percentage of Production Services is determined for the preceding calendar month and is calculated 
based on the “Maximum Monthly Availability” (MMA) and “Downtime” (DT) measured in the same 
month as specified in the formula below: 

 MMA - DT 

A = --------------------------- * 100% > 99.9% 

 MMA 

The MMA period is equal to the number of hours per month. Downtime that is the result of 
scheduled maintenance activities is not included in the MMA calculation. Depending on the Service, 
Downtime is determined based reported Priority 1 Incidents. Any Unavailability as a result of 
maintenance for both SaaSplaza- and the Microsoft Azure platform is not calculated as Downtime in 
the service credit calculations. For Non-Production environments no availability guarantee is 
applicable. 

Incident Handling 
Reported Incidents are handled as defined in the following table: 

Priority Description Response 
Times 

Progress 
Reports 

Support 
hours 

Target Completion 
Time 

1 Critical service 
affecting Incidents 

30 minutes Every 1 
hour 

24x7 90% <   1 hour, 
100% < 8 hours 

2 Serious service 
affecting Incidents 

1 hour Every 4 
hours 

Office 
hours 

95% < 1 working day, 
100% < 2 working days 

3 Medium service 
affecting Incidents 

4 hours On request Office 
hours 

100% < 7 working days 

4 Minor service 
affecting Incidents  

16 hours On request Office 
hours 

100% < 10 working 
days 

 

Response Time is the time between a Report by the Parties upon identifying an Incident and the 
moment that SaaSplaza notifies the Parties of the start of the Incident management process.  Target 
Completion Time is the time between a Report by the Parties and the time that the Incident is 
resolved. 

If SaaSplaza is performing support services related with an EULA the above mentioned Service Levels 
are not applicable.  

Change Handling 
Logged Change Requests are handled for Production Services as defined in the following table, 
provided that SaaSplaza agrees to execute the Change Request: 

Draft
alculations. For Nonalculations. F -Production environments no availability guavailability g

gg
are handled as defined in the following table:are handled as defined in the following table:DDtionDrDrResponse DrT rararogrraeportsafafSupport afhoftftargeftmeDDDrrraaaffftDraf

i 30 i 11 24 90%
DDDrrraaaffftDraf



    © 2016 SaaSplaza 
All rights reserved 

18 

Type Description Planning Progress Reports Completion 
Urgent Changes which require 

urgency 
< 4 hours On start, delivery, 

acceptance and 
close 

95% according to 
planning 

Regular Regular Change 
Requests. 

< 2 working days On delivery 95% according to 
planning 

What We Compensate 
If SaaSplaza does not meet a guarantee stated above, the eligible Party may put in a written claim 
for a credit in the form of a discount within 2 months of the event, as set forth in this section. Credits 
will be calculated as a percentage of the Service fees: (i) for the Production Services adversely 
affected by the Incident reported excluding any Licensing Fees or, (ii) related to the missing of an 
agreed upon planning deadline (for Change Requests or Service Requests) for the current monthly 
billing period during which the Request occurred. 

On Availability 
A 10% discount on the monthly Service fees for the Production Services excluding any license fees, 
for each 0.1% below the Availability percentage of such Services. The maximum compensation on 
availability is 40% of the Service fees for the Production Services excluding any Licensing Fees. 

On Change Handling 
In the event that SaaSplaza does not meet its obligations in achieving the service levels with regards 
to Change Requests for Production Services as described in the table above, a discount of 25% of the 
invoiced time and materials fees directly associated with the Request and for each infraction on the 
reported Change Request will be applied for the affected billing period. 

Conditions 
Except as stated in the “What We Compensate” section above, the credits will be the sole remedy 
related to the non-performance of SaaSplaza with respect to the guarantees provided in this SLA. 

Exclusions 
Compensation for any infraction is always and fully excluded in the case of the following: 

Downtime of Non-production environments.
Inappropriate use of the access rights granted by SaaSplaza to the Parties.
Operating errors by users of the Parties.
Erroneous instructions delivered by the Parties to SaaSplaza.
Non-compliance with the provisions of the Agreement including this SLA.
A joint decision by the Parties to perform maintenance and/or Changes outside the
Maintenance Window.
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Disproportionate or unforeseen growth in Customer’s capacity consumption that leads 
to the operational limitations due to excessive CPU, memory or storage utilization or any 
non-performance of the SaaSplaza Platform.  
DDOS attempts and general internet malfunctions.  
Damage caused by zero-day exploits (e.g., viruses, Trojans, malware, etc.) that could not 
be detected by virus scanners considered up-to-date at the time of the attack.  
Consequences of bugs in the software and/or third party hardware.  
Incompatibility of the Parties applications with the SaaSplaza Platform.  
Malfunctions in external services that are contracted by the Parties.  
If Downtime involves damage to, or loss of files, or data, the recovery of files from the 
backup belong to the service of SaaSplaza, but is excluded from these guarantees with 
regard to the recovery time and Availability. 
Downtime caused by the implementation of patches and/or application changes in 
Private Cloud environments which do not have a Non-Production environment and have 
been successfully and proven tested thereon. 
Downtime caused by operations and/or maintenance of Services by the Parties for 
which monitoring has not been disabled. 
Downtime or degration caused by malfunctions of the Microsoft Azure platform as 
delivered by Microsoft to SaaSplaza. 
Unavailability or degration as a result of maintenance by Microsoft on the Azure 
platform is not calculated as Downtime. 
Force majeure and any, and all (other) situations that cannot be attributed to SaaSplaza. 

 

Addendum: Platform Services

SaaSplaza can offer additional services to Customer typically to complement delivered Dynamics 
services with Customer specific applications or solutions. These services are offered with service 
level “Platform”. 
 
The “Platform” service level applies to services which are managed by the Customer, with operating 
system privileges assigned to the Customer. The Customer is responsible for operational 
management of the service as well as maintaining availability and security of the service. SaaSplaza’s 
responsibility pertain to the SaaSplaza infrastructure consisting of data centers, hardware, network 
and virtualization. 
 
 
Service level exception 
This SLA for platform service is equal to the Dynamics Services with the following exceptions: 
 

Section Platform service level 
Backup By Default only Operating System backups are performed 

by SaaSplaza (e.g. no MS SQL backups) per the retention 
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scheme as described in the section “Backup”. Additional 
backup schedules can be agreed upon and additional cost 
apply 

Monitoring Only the availability of the Operating System is monitored 
as defined in section “Monitoring”. 

Patch management SaaSplaza performs security & critical updates on Operating 
System level as defined in section “Patch management”. 
The customer is responsible for maintaining a pre-
production environment to be able to test updates prior to 
implementation. 
The customer is responsible for initiation of application 
updates. 

Release management SaaSplaza follows the vendor Operating System lifecycle as 
defined in the section “Release management”. The 
customer is responsible for the lifecycle of the applications. 

Availability The default availability guarantee for Platform Services is 
99.9% and applies to the availability of the Hypervisor layer. 
Any applications or Operating Systems running on the 
Hypervisor are by default excluded from any availability 
guarantee. Draft
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